安全评估信息

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 主体信息 | 单位 | 单位名称 |  | | |
| 机构代码 |  | | |
| 单位注册地 |  | | |
| 联系人姓名 |  | 联系电话 |  |
| 运营团队名  称 |  | | |
| 运营团队所  在地 |  | | |
| 安全评估的基本情况 | 服务名称 |  | 功能名称 |  | |
| 功能描述 | 公司软件产品信息展示 | | | |
| 网络链接 | 网站 | 访问或下载地址 |  | |
| 开展评估的情况 |  | | | |
|  | | | |
|  | | | |
|  | | | |
| 地市级以上网信部门或公安机关书面通知需要进行安全评估的其他情形; | | | |
| 评估方式 | 自评估 | | | |
| 主要内容 | 1、安全管理负责人、信息审核人员及安全管理机构设立情况。 | | | |
| 公司设有编辑审被部门、运营管理部门、运维管理部门﹔编辑审核部门将对每日的新闻内容进行审核，运营部门对用户的帖子内容进行审核，运维管理部门负责日志留存记录、内容拦截等工作。 | | | |
| 2、用户真实身份核验及注册信息留存措施。 | | | |
| 在用户注册时需要使用手机号注册，我们可以根据手机号对其身份信息进行核验，同时通过日志留存设备检查将该用户身份信息、终端IP地址、终端型号、MAC地址和上网所用账号进行有效绑定，并对应至相应数据表。 | | | |

|  |  |  |
| --- | --- | --- |
|  |  | 3、对用户账号、操作时间、操作类型、网络源地址和目标地址、网络源端 |
| 口、客户端硬件特征等日志信息，以及用户发布信息记录的留存措施。 |
| 通过日志留存设备记录用户账号、操作时间、操作类型、网络源地址和目标地址、网络源端口、客户端硬件特征等日志信息；同时日志留存设备提供基于时间、应用服务类型、IP地址、端口、账号为查询条件的查询功能；可以通过日志留存设备的查询模块，查找所对应的终端以及其使用人。 |
| 4、对用户账号和通讯群组名称、昵称、简介、备注、标识，信息发布、转 |
| 发、评论和通讯群组等服务功能中违法有害信息的防范处置和有关记录保存 |
| 措施。 |
| 日志留存设备将对系统管理员日志备份数据的修改及删除操作进行记录，同时记录所有对重要服务器的访问记录；   1. 提供黑名单功能，能够设置关键词、链接等； 2. 提供拦截通知功能，对特定的网址和帖子进行拦截、邮件告知等； 3. 能够记录所使用终端的相关信息和上网行为有关信息。 |
| 5、个人信息保护以及防范违法有害信息传播扩散、社会动员功能失控风险 |
| 的技术措施。 |
| 1. 提供黑名单功能，能够设置关键词、链接等； 2. 提供拦截通知功能，对特定的网址和帖子进行拦截、邮件告知等； 3. 能够记录所使用终端的相关信息和上网行为有关信息 4. 对个人信息进行加密存储，存储数据库以及服务器，每隔一个月进行密码更换。 |
| 6、建立投诉、举报制度，公布投诉、举报方式等信息，及时受理并处理有 |
| 关投诉和举报的情况。 |
| 提供网址和帖子举报机制，举报后将推送消息给运营人员；运营人员会及时受理并排查举报内容是否合法合规； |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  |  | 7、建立为监管部门和执法部门依法履职提供技术、数据支持和协助的工作  机制的情况。 | | | |
| 1. 日志留存设备将提供应用会话记录和系统会话记录120天的记录； 2. 能够根据用户账号、终端设备、IP地址追溯用户真实身份信息； 3. 能够及时通过运营后台对所要拦截的内容进行拦截或者删除操作； | | | |
| (姓名/单位名称)充分了解作为具有舆论属性和社会动员能力的互联网信息服务开办主体的责任与义务，认真开展实施了安全评估，对评估 过程中发现的安全隐患及时整改，现已消除相关安全隐患。  承诺所提交的安全评估资料真实有效，并承担相应的法律责任。  开办主体负责人:(签字) 开办主体单位:（盖章）  年 月 日 | | | | | |
| 评估负责人： （签字） | | | 评估单位：（盖章） |  |  |